Keeping you

Safe Online

Passwords

Do not use your name or date of birth when creating
*kkkkkk passwords. Make passwords secure - use upper case,
number and special characters like? Change passwords
regularly. Do not share passwords with anyone even friends.

Q Q Shared Computers

If you use a shared computer, remember to log out of your

| logout | email, social media and other accounts before you leave.
< Phishing Texts and emails
T Don’t open emails and attachments or click on links if you
xy don’'t know who sent them.

Social media
private -:" Change your settings to ‘private’ and don't put your
‘ address, phone number or date of birth on social media.

Online shopping

[ | When you shop online, check websites are safe to use
@ https://www
I

. by looking for a padlock icon followed by https:// in the
| address bar. Check there is a postal address before you
buy anything. All traders have to provide this by law.

If you don’t feel safe please tell us.
Contact one of the Designated Safeguarding Leads below:

Simon Fuller Ying Chan Juliet Bellagambi  Akeel Ahmed

07892 700 217 07834 395 094 07816 116 639 07971599 383
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